
It‘s all about trust

Registration/Login 
Access control  
GDPR compliance



What is
login-master?

login-master handles user ma-

nagement and access control for 

a web application to the latest 

state of the art in full compliance 

with GDPR. 

For whom is login-master intended?

login-master is designed for everyone who is replacing or renewing an  

internet portal or application, and wants to use the latest technologies without 

restrictions.

What requirements does login-master cover?

login-master handles not only registration of new prospective users, but also  

the login of existing users. And the software solution likewise monitors and  

manages access control to defined application sections – in strict compliance  

with the GDPR, of course.
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What functions does  
login-master offer?

In order to guarantee consistently optimum quality of  

the managed data, the following functions are standard 

constituents of login-master:

- Password self-service

-  Access control to protected sections of a web  

application / a portal

-  Option for registration and login through social  

networks

- 2-factor authentication

- GDPR-compliant and nonetheless ready for the Cloud

-  Innovative role management with unrestricted  

scalability, suitable for very high user volumes  

(in the millions range) and ready for the Cloud

-  Seamless integration of existing users into new web 

applications

-  Delegated administration provides better security for 

reduced administration outlay 

How does login-master work?

Every user is permitted to navigate freely in the public part of a web application. Only when he wants to enter a protected 

section will the system ask him to log in or, where appropriate, to register. This login or the registration is already handled 

completely using login-master, without the user noticing anything – login-master can be matched for this purpose to the 

look-and-feel of the original application.

After logging in, the user can access the protected section. The application is modified only minimally for this purpose, be-

cause login-master handles the protective function autonomously. Depending on which functions or parts of the application 

the user wishes to deploy, he will need the appropriate access authorisations that have been assigned to him or that he has  

requested through login-master beforehand.

In contrast to the technologies used hitherto, login-master’s role management is  

based on SecuRole®. With this inventively innovative technology, all restrictions 

regarding the quantity of roles are eliminated, thus rendering login-master scalable  

at will – quite irrespective of how many users are being managed. In addition, 

login-master’s role management facilitates auditing, compliance checks, and thus 

conformity with statutory security stipulations.
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Next steps?

The next step on the pathway towards mutually supportive 

collaboration is our 3-point check.

This incorporates:

1. Detailed status & requirement analysis

2.  Identification of the login-master modules suitable  

for you

3.  Start & Go checklist –

 So that your login-master soon goes live!

The result is a succinct concept in which infrastructural  

measures, solutions and modifications are explained, and 

the login-master Start & Go checklist that maps out the 

steps to your login-master all the way through to go-live.

Do you find our solution persuasive?

INNOVATIONSPREIS-IT

BEST OF 2018

IT-SECURITY

The 3-point check is free of charge.


